
INTRODUCTION TO THE IMPLEMENTATION OF COMPUTER FORENSICS PROCESSES

SUMMARY
This one-day training course enables the participants to be familiar with the basic concepts of the implementation and 
management of Computer Forensics processes. Participants will learn the best practices used to implement the forensics 
evidence recovery and analytical processes.

PREREQUISITES 
None

EXAMINATION AND CERTIFICATION
None

PECB CERTIFIED COMPUTER 
FORENSICS INTRODUCTION

▶▶ A student manual containing over 100 pages of information and practical examples are given to the participants
▶▶ A participation certificate of 7 CPD (Continuing Professional Development) credits is awarded to the participants

▶▶ 	Members of a Computer Forensics team
▶▶ 	Members of an information security team
▶▶ 	Professionals wanting to gain preliminary knowledge in Computer Forensic analysis 
▶▶ 	Staff involved in the implementation of Computer Forensics processes in an organization

▶▶ Introduction to preliminary concepts, approaches, 
methods and techniques used to implement Computer 
Forensics processes

▶▶ Overview of best practices
▶▶ Implementation phases of Computer Forensics

▶▶ Course objectives and structure
▶▶ Regulatory framework
▶▶ Computer Forensics process approach
▶▶ Preparing for the certification audit
▶▶ Closing the training 

For additional information, please contact us at info@pecb.com or visit www.pecb.com

When Recognition Matters

WHO SHOULD ATTEND?

LEARNING OBJECTIVES COURSE AGENDA DURATION: 1 DAY

GENERAL INFORMATION


